
 

«Осторожно – мошенники!» 
      Мошенники звонят по телефону, представляются сотрудниками 

службы безопасности банков, операторами сотовой связи, 

коммунальных служб или правоохранительных органов, и просят 

продиктовать личные данные. Чтобы избежать обмана и 

сохранить деньги, НЕЛЬЗЯ:  

 Никому не передавайте пароли, коды банковских карт, фото 

удостоверений личности и паспортов, даже если представляются 

сотрудниками банка.

 Никому не показывайте секретный код на обороте 

банковской карточки.

 Не нужно незнакомцам диктовать код, якобы для записи на 

прием к врачу либо проверки счетчика

 Не подключайте по телефону под диктовку различные 

интернет приложения и не действуйте по указанию незнакомцев.  В 

приложениях не указывайте номера банковских карт.

 Не нужно вести долгих разговоров с незнакомцами по 

телефону и сразу прекратите беседу.

 Не нужно незнакомцам по телефону демонстрировать лицо, 

профиль головы, улыбки и так далее. Это может быть использовано 

для хищений денег с банка и оформления кредитов.

 Не нужно отвечать на смс-сообщения, текстовые сообщения 

с неизвестными ссылками, поступившие от незнакомых номеров. 

 Не верьте незнакомцам об аресте родственника и 

необходимости денежного перевода. Лучше перезвоните своему 

родственнику или в отделение полиции. 

 Не нужно идти на поводу псевдо-операторов связи, которые 

звонят с предложением о замене сим-карты.  

 Не осуществляйте предоплату за товар по объявлениям, 

размещенным в OLX, Колеса.kz, Крыша.kz, не убедившись в его 

наличии. 

 Не  вкладывайте денежные средства в неизвестные 

инвестиционные платформы в интернет-пространстве: «Деньги 

уйдут и не вернутся!!!».  
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